


Introduction

● State actors and other black hats are hacking crypto ecosystem projects to further 
geopolitical and monetary goals, using tried and true methods from web2 
cybersecurity. 

● Black hats leverage exploits not just of smart contracts but of surrounding off-chain 
infrastructure to include key management, front end, cloud security, insider threat, and 
OPSEC attacks. 

● This panel will address end to end security risks that projects need to consider

● The security of web3 projects needs to include assessing web2 risk!
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